Collaborative Development: Data Base and WIFI encryption and security.

Data Base encryption most often a encryption algorithm is used that will transform the data inside the database from readable into a ciphertext of unreadable text this data can then be decrypted and used as needed if the user has the key that the encryption algorithm generated this is particularly good at keeping your data secure as unlike most security methods like antivirus software this works at the data level meaning even if someone retrieves the data without the specific keys to decrypt it they still won’t be able to view your data.

![ID 101 Password Encryption image](data:image/png;base64,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)

This means that no matter how secure your password may be no matter how many letters numbers neither how unique it is if the server saves the password in plain text and the data base is then breached due to some vulnerability that has been overlooked it has then gone to waste and now your password will be saved and spread alongside many others on websites therefor it can never be used again.

There are many types of encryption formats that will be used by companies but were going to look at the most used formats which are Advanced Encryption Standard (AES), Blowfish and Triple DES Encryption.

**Advanced Encryption Standard (AES) –** AES is the most common Encryption method used in this list AES is a symmetric key encryption which just means that the key used will both encrypt and decrypt the information.

This encryption type encrypts data in blocks of 128 bits at a time it uses keys of 128, 192 and 256 bits in order to encrypt its data blocks the 128 bit key will encrypt the data in 10 rounds where as the 92 bit will encrypt the data in 12 rounds and then the 256 bit key will encrypt the data in 14 rounds a round consists of transposition , substitution and mixing up plain text as well as many other encryption techniques however all these things are to scramble the data as much as possible to be put through these rounds the into individual blocks in order to encrypt them then after they have been encrypted them will join them all back together to form the final cipher text.

AES is what I would recommend using for most businesses and is what is used the most through out all commercially available encryption methods however this doesn’t mean it has no downsides as one of the most crucial to our small business model is resource intensive and there for it can be slow which can really be brutal for smaller businesses as the cost in order to maintain this security method working at a fast pace would most likely be costly.

**Triple DES Encryption (3DES) –** Triple DES is an encryption method that is modified from the regular DES algorithm that was developed by IBM in the 1970’s they modified it due to the lack of security it provided and with modern computing it just couldn’t keep up there for a modern twist would be needed there for 3DES applies the DES cipher algorithm three times to each data block to ensure that the data block is properly secured.

Although Triple DES is more secure than DES and allows it to compete with modern solutions it is also 3 times slower than DES and there for makes it not time efficient as other modern solutions and has a limited key size of 192 bits which in recent times may not be enough to meet company standards.

The way this method works is that 3 unique keys are generated using an algorithm for key derivation and then the 64-bit plaintext is then subjected to an initial permutation then the plaintext is encrypted three times each time its encrypted it uses a different encryption key each time after this it receives its final permutation which is applied to the out to produce a ciphertext.

**Blowfish –** Blowfish is a symmetric key encryption method that uses 64-bit block cipher that can take a variable length key up to 448 bits from 32 bits it consists of 16 Feistel like iteration and each iteration will operate on a 64-bit block which has been split in to two 32-bit words.

Advantages of blow fish include it’s extremely fast and more efficient than DES and IDEA algorithms its unpatented as well which means it can be used without having a licence making it more accessible to smaller companies it also provides a multitude of tools that can be helpful to the user such as backup functions and secure remote access.

Disadvantages of blow fish are the key schedule takes a long time therefor speed is a problem when changing keys as each key requires preprocessing equivalent to 4 KB to text which one of the reasons it affects the speeds so much also there is a problem with the 64-bit block size being small in comparison to more modern techniques it makes it a lot more susceptible to brute force attacks.

My conclusion to this would be to use Blowfish if we have extremely limited resources due to it being unpatented and it having an efficient data encryption process however with more funding I would have to suggest that you would use AES as it’s standard in many companies for a reason its reliable and allows for the highest level of data encryption other then that its very versatile which allows it to meet most if not all security requirements of the modern day.

# WIFI encryption and security

Wi-Fi encryption and security is essentials for wireless networks that transfer and process sensitive data it is used in order to prevent unauthorized access and data interception attacks that are most commonly used by these hackers are brute force attacks and dictionary attacks another set of really common yet extremely effective methods are packet sniffing and Wi-Fi fishing attacks however continuing on my explanation there are security protocols that have been put in place in order to keep networks secure from many of these malicious attacks such as WEP, WPA, WPA2 and WPA3 these are fundamental when you have important data that you wish to protect.

**WEP – Wired Equivalent Privacy**

This is one of the earliest methods of encryption and was used to secure wireless networks it would encrypt data over a network using a static encryption key however it had quite a few pitfalls which makes it basically unusable if you want to keep your data safe.

1. Weak Key Generation – it used a shared static encryption key for every device on a network and the key generation process is weak and there for leading it to have predictable keys making it easier for unauthorized to cracks them and gain access.
2. Packet injection attacks – It does not provide integrity protection for transmitted data which makes it vulnerable when subjected to packet injection attacks which allows hackers to inject packets which manipulate data or allow their other attacks to run without being noticed.
3. Lack of key management WEP lacks an intricate and customisable key management mechanism making it hard for the user to change or update their encryption key which then increases the chances of a key being compromised the longer its used.

**WPA – Wi-Fi Protected Access**

This was developed in order to replace WEP they wanted to address a fix a lot of the flaws from WEP such as making stronger encryption methods and having dynamic encryption methods allowed and accounting for a lot of the downfalls of WEP making it a definitive improvement however although it fixed some of the issues I was not perfect leading it worked on and improved however it never perfected any of the solutions some of the main pitfalls being.

1. TKIP vulnerabilities WPA used TKIP instead of RC4 like WEP however it still had many vulnerabilities when in came to its key management and encryption process.
2. It also had inadequate encryption methods leading to exploitation which leading to confidential data being compromised.

**WPA2 – Wi-Fi Protected Access 2**

This is the successor of WPA and builds on the previous goals of WPA however using more modern and effective methods in order to provide better protection this method uses a previously described data encryption method called Advanced Encryption Standard (AES) and it provides far greater security measure in comparison to WPA which makes it a very favourable method when it comes to Wi-Fi security however it still has its own set of vulnerabilities which can be exploited.

1. KRACK attacks were one of the main downfalls of WPA2 in which an exploit where in a 4-way handshake process it can reinstall an already in use encryption key which can allow and hacker to decrypt and intercept data that is transmitted over a network.
2. Password cracking is also a big issue due to the weak and easily guessable passwords that are used it can really be a pitfall as they can completely bypass all the work done by the encryption of data by using dictionary attacks and brute force attacks to guess the password and for all intents and purposes with the password the system will treat you as authorised personnel.

**WPA3 – Wi-Fi Protected Access 3**

With WPA 3 it’s the latest generation of Wi-Fi security protocols with the goal to enhance wireless security it also has several improvements over WPA2 some of these improvements are stronger encryption as well as better protection against brute force attacks and increase security for IoT devices with this in mind WPA 3 employs SAE (Simultaneous Authentication of Equals) protocol which is in place of PSK method in WPA 2 this was added to make it more resistant to offline dictionary attacks which is one of the biggest downfalls of WPA 2 as well as having individualized data encryption in order to ensure that if a single device is compromised it will not compromised the entire network however its not without its weaknesses here are some.

1. Hardware support as WPA 3 is a newer standard many devices will not support it which then could cause a lot of companies to have mixed levels of security causing vulnerabilities.
2. Because of it being so new that Is also a major issue as it lacks knowledge surrounding it there are many pitfalls either minute or massive that could be yet to be found meaning that some large companies might not want to change as it could have potential to be insecure in the future.

In conclusion, I believe that It would be best to use WPA2 due to its limitations being well known to others but most by us to therefor we can work around the issues and also be ready for expected attacks rather then putting all our eggs in a more secure WPA3 however having the potential for the metaphorical rug to be pulled under us by an unknown yet massive potential security flaw.

## Grabify Links and Brute-Force Attacks

**Grabify Links -** Grabify Links are generated through grabify Ip loggers service and they allow a user to create a shortened link that will redirect a target URL however when doing so it will capture information about the person who has clicked the link it can log quite a few details about the person who has clicked the link these things being IP address, browser information the type of device that is being used as well as the location of the user these things are very important and this information can be used in malicious ways and therefor security measures need to be taken when dealing the potential of these links being clicked by devices inside a company.

Things that can be done to protect against these types of links are very few as it’s such an efficient method in order to obtain information about a user however there are someways of working around this these include:

* Using VPN’S by using a VPN you can mask your IP address making it unable to access your IP address and therefor will stop it from gathering information such as your location.
* Awareness this isn’t a software tool however educating your staff or yourself on these links can mitigate the number of links you will click considering that you will be able to notice these links in comparison to regular ones making you less susceptible to grabify links.
* URL unshortening services these can be used if you have a link, you believe could be potentially dangerous this will unshorten the link making it readable to the user and easier to determine the legitimacy of the link.
* Anit-Tracking browser extensions can be used which can block tracking script and prevent website from collection user data without your consent.

**Brute force attacks –** A brute force attack is a way of systematically guessing password or encryption keys using an automated script or tools that try a vast number of possible usernames or password until a correct one is found same for guessing encryption keys it will just try a vast combination of potential keys until it finds the right one which will lead to account takeovers and potential data breaches.

Things that can be done to protect against Brute force attacks on our website are:

* CAPTCHA which will then prompt the user for some sort of quiz to prove that there is a user behind the session which if this test is failed deny all access because it will believe you to be a bot, or a computer run script there for being quite effective when brute force attacks are exactly that.
* a two-factor authentication system this will prompt the owner for external information not such as a code that has been sent to there phone as a hacker will not have access to this, they will be unable to get any further thwarting their attack.
* You can also add rate limit login attempts which can be attached to a user or Ip which then restricts the number of times a user can attempt to log in this will make it so a program that would have to try 10’s of thousands of logins would just take an impossible amount of time to continue cracking logins.